**PRÁCTICA N°4**

**TEMA: “PREVENCIÓN DE ATAQUES DE INGENIERIA SOCIAL Y SEGURIDAD EN EL ACCESO”**

**1. OBJETIVOS**

1.1 Personalizar y configurar una simulación de ataque de phishing en un entorno controlado.

1.2 Implementar una campaña de concientización y entrenamiento para prevenir ataques de phishing.

1.3 Establecer factores adicionales de autenticación.

**2. PREPARATORIO**

2.1 Consultas que es la Ingeniería Social y como se aplica hacia las personas?

2.2 Investigar que es un ataque de phishing y como afecta a los usuarios finales?

2.3 Enumerar que tipos de factores de autenticación existen y porque son importantes? (mínimo 3)